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§1015.9

of Justice, as appropriate, in accord-
ance with the procedures in 4 CFR part
105.

§1015.9 Disclosure to consumer re-
porting agencies and referral to col-
lection agencies.

DOE may disclose delinquent debts
to consumer reporting agencies in ac-
cordance with 31 U.S.C. 3711(f) and may
refer delinquent debts to debt collec-
tion agencies under the revised Federal
Claims Collection Standards and other
applicable authorities. Information
will be disclosed to reporting agencies
and referred to collection agencies in
accordance with the terms and condi-
tions of agreements entered into be-
tween the General Services Adminis-
tration, DOE, and the reporting and
collection agencies. The terms and con-
ditions of such agreements shall speci-
fy that all of the rights and protections
afforded to the debtor under 31 U.S.C.
3711(f) have been fulfilled.

§1015.10 Credit report.

In order to aid DOE in making appro-
priate determinations as to the collec-
tion and compromise of claims; the col-
lection of interest, administrative
charges, and penalty charges; the use
of administrative offset; the use of
other collection methods; and the like-
lihood of collecting the claim, DOE
may institute a credit investigation of
the debtor at any time following re-
ceipt of knowledge of the claim.
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PHYSICAL SECURITY
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mittees for security facility approval.
1016.9 Processing security facility approval.
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rity facility approval.
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1016.11 Cancellation of requests for security
facility approval.

1016.12 Termination of security facility ap-
proval.

1016.21 Protection of Restricted Data in
storage.

1016.22 Protection while in use.

1016.23 Establishment of security areas.

1016.24 Special handling of classified mate-
rial.

1016.25 Protective personnel.

CONTROL OF INFORMATION

1016.31 Access to Restricted Data.

1016.32 Classification and preparation of
documents.

1016.33 External transmission of documents
and material.

1016.34 Accountability for Secret Restricted
Data.

1016.35 Authority to reproduce Restricted
Data.

1016.36 Changes in classification.

1016.37 Destruction of documents or mate-
rial containing Restricted Data.

1016.38 Suspension or revocation of access
authorization.

1016.39 Termination, suspension, or revoca-
tion of security facility approval.

1016.40 Termination of employment or
change of duties.

1016.41 Continued applicability of the regu-
lations in this part.

1016.42 Reports.

1016.43 Inspections.

1016.44 Violations.

AUTHORITY: Sec. 161i, 68 Stat. 948 (42 U.S.C.
2201).

SOURCE: 48 FR 36432, Aug. 10, 1983, unless
otherwise noted.

GENERAL PROVISIONS

§1016.1 Purpose.

The regulations in this part establish
requirements for the safeguarding of
Secret and Confidential Restricted
Data received or developed under an
access permit. This part does not apply
to Top Secret information since no
such information may be forwarded to
an access permittee within the scope of
this regulation.

§1016.2 Scope.

The regulations in this part apply to
all persons who may require access to
Retricted Data used, processed, stored,
reproduced, transmitted, or handled in
connection with an access permit.
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